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Operation instructions 

1. Main Interface 

Double click run in the EOC-M350-MS folder, start the 

NMS, show as the figure 1: 

 
Figure 1 

When the program completely start, like the figure 2, 

then input the IP address (http://127.0.0.1:3000 or 

http://localhost:3000), then we can see the interface as the 

figure 3: 

 

Figure 2 

http://127.0.0.1:3000/
http://localhost:3000/
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The default user name is admin, password is admin; 

input the user name and password, click log in so that we can 

enter into the NMS;: 

 

Figure 3 

Click log in, showed as the figure 4: 

 

Figure 4 

If the device online and the trap server IP match the trap 

server IP on NMS, so the device will appear on the left of the 

interface, look at the figure 5: 
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Figure 5 

2. District management 

Click network center to unfold the function, if want to 

add new district, right click the district which upon the 

district you want to add, like the figure 6: 

 

Figure 6 

And click add, then put in the name of the district, as the 

figure 6: 

 

Figure 7 

Click OK, then the new district added. 
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If you want to delete or edit the district, please do the 

operations as the add district. 

If you want to move the device to the district, right click 

the device, then you can see the interface as the figure 8: 

 

Figure 8 

 

Click move to, like figure 9 showed: 

 

 

Figure 9 
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Then double click the district that you want to move to, 

so that you will enter into the interface as the figure 10: 

 

Figure 10 

Also you can delete this device and the district which 

contain the device, like the figure 11: 

 

Figure 11 

Click delete, then the device will return to the EOC 

Device, as the figure 12 show: 

 

Figure 12 
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3. User management 

Click user name on the top right corner then can manage 

the all register, like the figure 13: 

 

Figure 13 

Then appear the next figure 14: 

 

Figure 14 

Here can divide the all user into three type: 

Admin: manage the NMS and also can manage other 

users; 

Normal user: manage the NMS but can’t manage other 

users; 
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Read-only user: can’t manage the NMS or manage other 

users; as the figure 15: 

 

Figure 15 

Here also can modify the password and create new user, 

look at the figure 16: 

 

Figure 16 

Click modify button, enter into the next figure: 

 

Figure 17 
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Putting in the old and new password, then click OK. The 

password modify successful. 

We can also create a new user here, click create button, 

enter into the next figure: 

 

Figure 18 

Putting in the user name and password, choose the user 

authority, then click OK. 

4. CBAT Management 

It will show the device IP when the mouse put on the 

device lable as the figure 19 shows: 

 

Figure 19 
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Double click the device Label so that we can view the 

Cbat’s detail information, like figure 20: 

 

Figure 20 

We can view the software version, device lable, IP, 

subnet mask, gateway, Trap Server, port ID, management 

VLAN and management VLAN ID, etc. If need to modify the 

information, please modify in the options and click submit, 

then the NMS will send the configuration to the Cbat; click 

refresh button will read the Cbat information to NMS; click 

reboot button then the cbat will be reboot; click RESET 

button if need to Load Fail-Safe Default.  

4.1 CNU management 

If we need to check the CNU information and number, 

please click the plus sign on the left of the Cbat lable，like the 

figure 21: 
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Figure 21 

Viewing the CNU information the same as the Cbat, 

double click the CNU lable, enter into the interface like 

figure 22: 

 

Figure 22 

This figure shows the CNU offline. 

 

Figure 23 

This shows the CNU online. 

Here can view the detail information about this CNU 

like MAC, device label, address, phone, etc. 

We can modify the device label so that we can find it 

easily. 
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Figure 24 

Click modify, like figure 25: 

 

Figure 25 

Click OK, it will appear on the left with the new label. 

Click config information we can view the information 

about the template information with this CNU. 
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Figure 26 

If we need to modify the config information, modify the 

option that we want and click submit. 

 

Figure 27 
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Click OK, wait for sending the configuration to the CNU 

and restart. Then click refresh button, it will tell us the new 

configuration of the CNU. 

 

Figure 28 

5. Device management  

Click pull-down list of device management, appears the 

follow figure: 

 

Figure 29 

Here had four functions: device discovery, batch config, 

device pre-config, Cbat upgrade. 
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5.1 Device Discovery 

Before searching, please modify the Trap Server of the 

NMS as the same as the computer IP. 

 

Figure 30 

Clicking the Device Discovery on the top of the 

pull-down list, we can find the interface that we need on the 

right. If we want to find the master which IP range between 

192.168.88.1 to 192.168.88.10, we can input 192.168.88.1 in 

the form of the starting IP and input 192.168.88.10 in the 

form of the terminating IP. 

 

Figure 31 

Clicking the Search button, then just wait as the 

following figure 32: 
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Figure 32 

The devices that we find can be viewed in the Result 

except the device shows on the left side, look like the figure 

33: 

 

Figure 33 

5.2 Batch config 

With this function, we can config the CNU easier and 

much more quickly. 

Clicking the navigation bar of Batch config, enter into 

the following interface. 
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Figure 34 

Choose the CNU which need to config. Here we can 

select array or all, and we can search the device that we want 

to config. Like figure 35: 

 

Figure 35 

Click Next. 

 

Figure 36 

In this interface we can choose the template that we 

want, and then click next: 
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Figure 37 

Making sure the template and the CNU that we choose is 

all right, we can click Submit at last. 

 

Figure 38 

Here we can see the succeeded-config device and the 

failed-config device. 

5.3 Pre-config 

When we know the CNU’s MAC and want to pre-config, 
so we can use device pre-config. 
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Figure 39 

In this interface we can choose Single add or Batch add 

to pre-config.  

 

Figure 40 

Like the figure 36 shows that pre-config single one, 

choose single add and template, click add button, enter into 

the next figure: 
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Figure 41 

Clicking OK, so only to connect the CNU to one Cbat, it 

will auto send configuration to this CNU. 

 

If the CNU is already exist or pre-config, so the 

interface will prompt you like the figure 42 

 

Figure 42 
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If we know the CNU MAC is one by one, so we can 

choose Batch Add, input the starting MAC and the 

terminating MAC in the form, choose the template, click Add, 

as the figure 43 shows: 

 

Figure 43 

If the CNU not need to pre-config, so we can delete this 

CNU, click Delete button. 

 

Figure 44 
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5.4 Update Cbat 

When the software version of the Cbat is too low, it must 

be updated. Click Cbat Upgrade, like figure 45: 

 

Figure 45 

Choose the cbat that want be updated and set up the FTP 

server, input the Server IP, Server Port, FTP User name and 

password, then click Get file list, so that it will appear the 

interface like figure 46: 

 

Figure 46 

Choose the right software (firmware.img or 

firmware.web) and click Starting, then wait 
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Figure 47 

It shows upgrading as the figure 48: 

 

Figure 48 

If the Cbat upgrade successfully, refresh the interface 

the Status will shows successful. 
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Figure 49 

6. Global Config 

6.1 System Config 

The Global Config must be adapted to the computer’s IP. 

If the trap server IP is not the same as the computer’s IP, so 

we must change the trap server IP before we do the Device 

Discovery, then click the submit button as the Figure 50: 

 

Figure 50 
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7. Template Config 

Click template will appear the template management. As 

the flowing Figure 51: 

 

Figure 51 

7.1 create template 

If we want to add a template, we can click the create 

button, then we can see the interface like the Figure 52: 

 

Figure 52 

Every option can’t be null, so we must write the 

Template name, and choose the VLAN enable or disable, 
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rate-limit enable or disable. Then we can write down the right 

value in the right blank. Like the figure 53: 

 

Figure 53 

If we finish the blank, then click save button, the 

interface will turn in to the home of template configuration 

like Figure 54: 

 

Figure 54 

When we want to edit this template, we can click this 

template and click the edit button, and then we change the 

value that we want to change: 
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Figure 55 

And click OK, the status will be changed. 

Note: If any CNU has been used with this template, we 

can't edit or delete this template. 

8. Alarm Management  

It records situation of the running device, and it can 

report device runs whether regularly or not.  

There are two parts of the alarm, such as History Alarm, 

and Current alarm.  

8.1 History alarm 

Click Alarm that we can view the history alarm like 

figure 56: 
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Figure 56 

Here we can input any value that we want to 

search, like choose MAC, Alarm Source or other 

relevant letters. Like the following figure: 

 

Figure 57 

8.2 Current alarm 

Showing the device status at this time, for example 

offline or online, configuration change, etc. like the figure 58: 

 

Figure 58 
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9. Version 

In this function we can see the Hash, Version, Publish, 

Copyright. 

 
Figure 59 

  


